�OPERATIONAL REQUIREMENTS DOCUMENT (ORD)


FOR


THE COMBAT SERVICE SUPPORT CONTROL SYSTEM (CSSCS)





1.  General Description of Operational Capability.





a.  Overall Mission Area.  CSS.





b.  Type of System Proposed.  The CSSCS will be an automated command and control (C2) system supporting the CSS component of the Army Battle Command System (ABCS).





c.  Operational Concept.





(1)  The CSSCS supports the warfighting C2 and battle management process by rapidly processing large volumes of logistical, personnel and medical information.  The CSSCS will provide a more effective means for force-level commanders and CSS commanders to determine the sustainability and supportability of current and planned operations.  Qualitative improvements attributed to the CSSCS will be measured by positive assessment by a substantial majority of commanders and their staffs.  The CSSCS will collect and process selected CSS data from CSS Standard Army Management Information Systems (STAMIS) (STAMIS are listed in paragraph 6c(1)) and manual systems/processes, and other related source data and hierarchical automated C2 systems, e.g., Force XXI Battle Command Brigade and Below (FBCB2) and the Global Command and Control System-Army (GCCS-A).  Based on these inputs, the CSSCS will generate and disseminate near real time CSS C2 reports, responses to CSS related ad hoc queries, update the database an average of every three hours, and provide CSS battlefield functional area (BFA) information in support of the Army Battle Command System (ABCS) common picture of the battlefield.  The latter capability represents the essence of ABCS and serves to insure that all force level commanders and staffs have a synchronized vision of the battlefield and access to pertinent data of that common picture.  This functional capability will be facilitated by ABCS BFA interoperability, use of ABCS common hardware/software (CHS), client/server architecture, and unique CSSCS software modules.  Within ABCS, the CSSCS is the capstone C2 decision support system (DSS) for all command and staff matters associated with CSS operations and/or projections.  Since we train in peace as we will fight in war, the CSSCS will provide commanders with a DSS tool for everyday use in support of their CSS mission and C2 requirements.  Further, the force level information (FLI) feature of CSSCS also provides the commander with a capability to exercise C2 over their subordinate units and/or operations.  FLI is defined as a level of BFA proponent information for which an ABCS user has access to and input responsibilities for, i.e., corps, division and brigade.  The common picture of the battlefield is a ABCS universal product based on the selected sharing BFA proponent FLI amongst and common to the other ABCS BFA.  ABCS common picture products include situational maps (terrain, disposition of friendly and enemy forces, etc.), battle resource reports, and other intelligence products.  The ABCS common picture is the mainstay for the synchronization of leadership situational awareness.  Access to Army FLI and the common picture displays support the effective assessment and integration of the battlefield operating systems, i.e., maneuver, fire support, mobility/countermobility, C2, intelligence, electronic warfare, air defense, and sustainment.  This mutual ABCS capability will be expanded in Block III, CSSCS Version 5, to accommodate joint, allied and host nation information exchanges.





(2)  The CSSCS will be employed at the battalion, brigade, division, corps, separate brigade, armored cavalry regiment (ACR), non-divisional brigade, group and regiment and echelons above corps (EAC).  The CSSCS will interface with the other ABCS BFA, higher and lower C2 systems (e.g., GCCS-A and FBCB2), Management Informational Systems for personnel, medical, supply, services, and transportation at all echelons.





d.  Support Concept.  The CSSCS is a family of nondevelopmental item (NDI), hardware-based, computer hardware peripherals and software procured to satisfy user requirements for input, processing, storage, retrieval, reproduction, presentation, decision support, data analysis, tactical planning, and transmission of data.  Unit level maintenance will be performed by the CSSCS operator who will isolate faults to line replaceable units (LRU) using Built-In-Test (BIT) capabilities.  The operator will be capable of disconnecting and replacing faulty major components identified through fault isolation procedures without physically entering the major component or removing/opening the access cover reserved for maintenance.  Replacement LRUs will be obtained through direct exchange (DX) from the authorized stockage list (ASL).  Direct support (DS) maintenance will consist of exchanging the LRU at the Supply Support Activity (SSA) and transferring the failed LRU to the contractor’s regional support center for repair or replacement.  General support (GS) maintenance will be performed by the contractor for the life of the system and will consist of LRU replacement/repair at the contractor’s regional support center.  The CSSCS software will be maintained through standard Army life cycle support concepts employing appropriate life cycle software engineering centers.  The CSSCS equipment will be maintained IAW standard Army maintenance concepts for CHS.





e.  Mission Need Statement Summary (MNS).  This ORD replaces the ORD approved on April 14, 1997.  The CSSCS program is supported by an approved O&O plan, dated 1984 and revised in 1987 and an approved Requirements Operational Capability (ROC) dated November 1990 and revised in February 1992.





2.  Threat.  The CSSCS does not directly counter a threat weapons system.  The 2000-2010 U.S. Army will be an austere power projection force which can rapidly deploy and respond to regional conflicts ranging from low to high intensity.  Based on this mission contingency, it is imperative that these forces have continual command and control (C2) of their combat, combat support, and combat service support resources via C2 automated systems that are robust and interoperable.  The automated ABCS is designed to satisfy this C2 requirement.  The CSSCS is a BFA component of ABCS.  Based on its multi-nodal and CONOPS compatible architecture, the System Threat Assessment Report (STAR) states that CSSCS is subject to performance degradation, but not total shutdown.  The CSSCS is primarily vulnerable to threat-induced collateral damage, based on its battlefield deployed proximity to higher value targets.  Indirect fire, air strikes, special operations pose the greatest threat to CSSCS subject further to the munitions lethality (conventional vs. NBC options).  The CSSCS communications and software are also susceptible to electronic warfare in terms of electronic jamming, radio frequency weapons, information warfare threats, and software viruses.  The CSSCS shall function in a threat environment specified by both the CSSCS STAR and the ABCS level STAR without serious degradation.  For additional threat assessments, see the CSSCS STAR and ABCS-level STAR.





3.  Shortcomings of Existing Systems.  There is no existing automated system currently employed to integrate critical CSS functional data.  The CSS commanders and staffs currently use voice, message traffic, and courier for the exchange of information and rely upon the manual gathering, correlation, and analysis of large amounts of technical data.  Use of technical data for command and control is hampered by the fact that this information is usually too detailed, too voluminous, frequently in unusable formats, and not readily available.  Present manual processes and the mix of semi-manual systems do not allow CSS commanders to gather, analyze, and project data and then provide critical information to the force-level commander in a timely manner.





4.  Capabilities Required.





a.  System Performance.  The CSSCS must:





*(1)  Be capable of developing situation assessment products in response to a query at theater, corps, and division levels.  The Key Performance Parameter (KPP) threshold value is yes.





(a)  Provide near-real-time CSS C2 information to force-level commanders using factors of timeliness, accuracy, and utility to aid in their decision-making capabilities (e.g., planning, course of action (COA) analyses, preparation/distribution of the operations and administrative/logistics (admin./log.) order, status monitoring, and adjustments planning).  Qualitative improvements attributed to the CSSCS will be measured by positive assessment by a majority (60 percent) of commanders and their staffs. (b)  Provide commanders nonstandard situation assessment products in response to a query 85 percent of the time from the time the operator initiates the query.  Nonstandard situation assessment products are a result of the system’s capability to add/modify standard situation assessment products (report) which require a recalculating of data prior to displaying and/or printing of the information.  Standard situation assessment products are specific CSSCS information screens pre-formatted for display and printing.  Standard situation assessment products will be restricted to reports which require minimal recalculation prior to display.  These reports will be provided as follows:


Brigade:				10 minutes, 85% of the time,


Division:				20 minutes, 85% of the time,


		Echelons Above Division (EAD):	30 minutes, 85% of the time.





Rationale:  CSSCS is a combat multiplier.  By providing a more accurate and timely information flow, U.S. commanders can make tactical decisions prior to those of a potential enemy.  This enhances the combat power of U.S. forces and impact reflect the collective opinions of soldiers and commanders in field testing and exercise environments of realistic reaction times needed to react to changing logistical requirements to support the battle.  Times are a function of the proximity to the battle and volume of information to be processed.  For example, since the maneuver brigade is closer to the fight, it needs information faster than the division and, likewise, the division needs information faster than the corps.  The COEA Timing Analysis and formal test results substantiate the times for each echelon.  The time to process the aggregate data is directly proportionately to the size of the force.  CSSCS prevents the commander from being overwhelmed with the huge volume of information from separate sources which are sometimes highly technical in nature.  By eliminating manual and semi-automated procedures, CSSCS, uses pre-formatted, decision aids and automatic processing, to provide timely command information so that the U.S. commander can make decisions faster than a potential adversary.  The CSSCS will enable logistics unit commanders to monitor mission operations on a near, real-time basis and better support the battle by more accurate and timely response to logistics requirements.  CSSCS will also enable maneuver commanders to use CSSCS as a combat multiplier.  The 60 percent positive assessment by commanders is a confidence factor in CSSCS to produce accurate/timely results that will influence the sustainment of the battle.





(2)  Have hardware set-up time to operational state and tear-down time will not exceed 0.5 hour 90 percent of time.  In the tent configuration, time will commence when all required CSSCS components are available and the operator opens the box in which hardware is stored and will stop when the first CSSCS screen is prompted.  This time excludes time to erect the tent, provide power, and establish operating temperature.





Rationale:  To be an effective combat multiplier, the CSSCS must be as mobile and responsive as the unit which it supports.  The 30 minute time frame represents the worst case, CSSCS in the tent configuration, which will allow for relocation of the system along with its supported units.  Operational field testing has indicated that 30 minutes is a realistic time.





Provide a continuity of operation (CONOPS) capability to include messages being sent to the alternate node, database duplication, and reassignment of functions within CSS organizations so total system switch-over, if required, can be accomplished within three hours at the division, and within eight hours at the corps.





Rationale:  CONOPS allows the force to continue combat actions in spite of the loss or relocation of a system.  This KPP is supported byoperational test results which indicate that it takes three hours at division and up to eight hours at the corps to restore the database on a specific CSSCS device.  This includes reloading the software, uploading the data, and rebooting the system.  The differences in times between division and corps are mainly the time involved in physically transporting the disks containing the data to the node to be restored.





(4)  Be capable of exchanging information over electronic means and physical interchange of magnetic media with commercial-off-the-shelf (COTS) hardware, or other designated non-developmental computer systems.





Rationale:  To fully support the battle, the CSSCS must have responsive automation and supporting communications capability that results in a seamless and efficient system.  Data exchange via system interfaces and interoperability need to provide a seamless flow of information between all CSS functional elements and users at all echelons to support the battle.  CSS systems require communications connectivity, capacity, and interoperability.  The CSSCS is only as good as its communications and data exchange architecture.





*(5)  Be capable of using the Area Common User System (ACUS), local area networks (LANs), combat net radio (CNR), and commercial communications systems/host nation communications systems.  The CSSCS will operate within the automation and communications concept of the Warfighter Information Network (WIN).  Software will be developed to minimize bandwidth requirements.  The CSSCS will be able to access the world wide web (WWW) and be able to gain access to CSS Web Sites via the NIPRNET and SIPRNET.  This KPP  has a threshold value of yes.





Rationale:  The CSSCS is totally dependent on sufficient, seamless, reliable, timely communications with robust connectivity and capacity.  Critical CSSCS data must be available to commanders on the battlefield in time to support decisions which affect the outcome of combat operations, combat power, and planning for future operations.  In accordance with the ABCS CRD the CSSCS must provide timely information that is continuous and uninterrupted throughout the battlespace or the system must include sufficient protocols to easily bring in and update systems that drop out of the network from time to time.





(6)  Distribute the admin./log. order within one hour after preparation, 95 percent of the time.  Distribution time starts when the operator initiates the communications process and will be completed when one copy of the admin./log. order is received at the receiving CSSCS node.





Rationale:  These parameters were established based on the judgment of a panel of senior logisticians and is supported by the COEA Timing Analysis.  Distribution of the admin./log. order must be timely and accurate because it is the blueprint for fighting the next battle.  The CSSCS facilitates the C2 process by which tactical and CSS commanders employ and sustain the force.  It must improve C2 by reducing the time for units to conduct the commander and staff decision and planning cycle.





(7)  Continue to provide command information when STAMIS or communications interfaces are interrupted.  The CSSCS must be able to overcome external impacts and continue operating in a degraded mode to support the commander’s needs for critical C2 information.  This capability will be designed to mirror the daily logistics reporting requirements currently conducted by units.





Rationale:  This capability has been fully demonstrated by operational tests from 1994 to 1997.  The degraded mode operations allows the commander continue to receive critical C2 information even though some vital communications links may be lost.  The commander can continue to use CSSCS for decision-making while operating with less than optimal capacity.  The system must include sufficient protocols to easily bring in and update systems that drop out of the network from time to time.





*(8)  Interoperability.  The CSSCS must interoperate with the ABCS subsystems and selected STAMIS.  The Key Performance Parameter (KPP) threshold value is yes.


(a)  The CSSCS as a subsystem of the ABCS must interface with the other ABCS subsystems:  Maneuver Control System (MCS), Forward Area Air Defense System for Command and Control (FAADC2), Advanced Field Artillery Tactical Data System (AFATDS), and All Source Analysis System (ASAS).





Rationale:  The primary and substantial benefit of CSSCS is that this system completes the ABCS network and allows for accurate and expeditious operations planning and accomplishments.  This is viewed as a tactical advantage over any potential enemy.  This benefit is accomplished through selected data elements are transmitted to the other nodes of the ABCS system so that informed decisions can be made by the tactical commanders.  Decisions by commanders concerning maneuver, fire support, intelligence/electronic warfare, or air defense will not be delayed while CSS information is being gathered.  Tactical errors resulting from incomplete or inaccurate CSS information will be eliminated.





(b)  The CSSCS must interface with selected STAMIS.





Rationale:  Automatic extracts of commander’s designated critical information from the CSS STAMIS.  This information is transmitted from these STAMIS to the CSSCS system any time a change to the status of that information occurs.  Other STAMIS data is available to CSSCS upon query.  The CSSCS will provide one location for information extracted from the several CSS STAMIS.  This will eliminate the time consuming, labor-intensive, error-prone, manual effort in consolidating data from the several automated systems.  For example, a commander could quickly analyze a given unit’s readiness status to determine whether there were personnel, supply, maintenance or transportation resource problems without a manual search of several printouts and telephone or radio queries.





b.  Logistics and Readiness.  The CSSCS must be capable of operation 24 hours a day/7 days a week for extended periods of time under tactical conditions IAW the CSSCS operational mode summary/mission profile (OMS/MP).  The logistics support plan will be available for testing during initial operational test and evaluation.  Unit-level maintenance will be performed by the operator.





(1)  Inherent reliability and maintainability (R & M) characteristics of the NDI hardware component of CSSCS are expected to meet users’ needs.  Quantitative R&M requirements are not appropriate for the CSSCS functional software.  However, to aid in the testing and evaluation of the overall system, a R&M Engineering Analysis, has been prepared under separate cover.  This analysis is updated periodically and consists of the operational mode summary/mission profile, failure definition and scoring criteria, and R & M analysis to establish workstation test criteria.  Copies of this document are on file at U.S. Army CASCOM, ATTN:  ATCL-K, Fort Lee, VA and TRADOC CDE, ATTN:  ATCD-EN, Fort Monroe, VA.





c.  Critical System Characteristics.





(1)  Electronic Protection.  Hardware requirements for the CSSCS are being provided by CHS and meet the users’ requirements.  High altitude, electromagnetic pulse (HEMP) protection is required for all CHS devices.





(2)  Conventional, Initial Nuclear Weapons Effects and NBC-Contamination Survivability.  The system will be operable by personnel in mission-oriented-protective-posture (MOPP) IV.  Hardware requirements for the CSSCS are being provided by CHS.  NBC-contamination survivability is not a requirement.





(3)  Natural Environmental Factors.  The system will operate under battlefield conditions, including adverse weather, dust, smoke, and aerosols, IAW the CSSCS OMS/MP.





(4)  Electromagnetic Environmental Effects (E3) and Frequency Spectrum Assignment.  The CSSCS shall function in the specified E3 environment without serious degradation due to other electronic equipment and will not interfere with the other items of equipment or create a safety hazard.  The CSSCS shall not suffer total mission capability degradation due to electrical static discharge lightning effects.  The E3 procedures shall be followed IAW Army Acquisition Executive Policy 91-3.





(5)  Safety Parameters.  The CSSCS will be designed to comply with applicable safety and health design, performance and operational requirements and will not present uncontrolled safety, health, and steady noise hazards to personnel throughout the life cycle of the system.  As a minimum, provisions of Military Standard (MIL-STD) 1472D, and Military Handbook (MIL-HBK) 454H apply.





(6)  Security Needs.  The CSSCS will transmit, receive, process and store information/data up to SECRET level of classification.  The initial exchange of information/data between STAMIS and the CSSCS will be by floppy disk procedure.  This manual interface is required because the STAMIS will generally operate in an UNCLASSIFIED mode, while the CSSCS will run in a SECRET mode.  The objective system will have a multi-level security (MLS) capability.  A communications path must be provided for connection and use to send and receive unclassified data.  Provisions must be made for rapid destruction of reference material and electromagnetic recording media when no electrical power is available.





5.  Integrated Logistics Support.





a.  Maintenance Planning.


(1)  The maintenance plan is for the operator/maintainer to perform preventive maintenance.  The operator/maintainer will use built-in diagnostics in the CHS equipment to detect/isolate the fault in a single LRU in 90 percent of attempts.





(2)  Once the fault has been identified, the faulty LRU in its transit case will be turned in directly to a regional contractor maintenance facility through supply channels where a spare replacement unit will be issued.





(3)  The CSSCS will use the ABCS hardware/software which does not create any unique maintenance support requirements.  Maintenance will be simplified through standard hardware/software.  Maintenance of software will be provided initially by the software development contractor and Post Development Software Support (PDSS) by the Communications Electronics Command (CECOM).





b.  Support Equipment.  The CSSCS will require no special test, maintenance, and diagnostic equipment.  Maintenance support for the CSSCS will be IAW the standard Army maintenance management system for CHS.





c.  Human Systems Integration.  Human factor engineering requirements will be met by CHS.





(1)  Training Concept.  The Training Concept for the CSSCS addresses new equipment training, institutional training, and unit sustainment training based on an embedded training (ET) capability.  Training for CSSCS will be prepared for three categories of personnel:  operator/unit level maintainer, supervisor/manager, and programmer/analyst in Block II.  There will be three levels of operator/maintainer training:  novice, intermediate, and advanced.  The concept includes operational use of objective equipment as training devices at the institution.





(a)  New Equipment Training (NET).  Initial CSSCS fielding to a unit will be performed by on-site NET Teams.  Training will include operational and maintenance training for instructor and key personnel.  New Equipment Training Teams and instructional methods for doctrine and tactics training (team or package), if required, will be considered.





(b)  Institutional Training.  U.S. Army Training and Doctrine Command institutions will provide orientation training on CSSCS employment in professional development courses.





(c)  Unit Sustainment Training.  The Office of the Product Manager-CSSCS will develop and distribute training materials for the life of the system.  The ET capability will be the primary means of training in units.  The unit will have the sole responsibility for the initial training of the operators/maintainers and supervisors/managers and sustainment of their proficiency.





(2)  Training Devices and Simulators.  No training devices are required.  The target host computer equipment will be used for all operator and maintenance training for both new equipment and sustainment training.  The CSSCS will utilize ET.





(3)  ET.  ET will consist of two major elements (stand-alone training and help).  It will satisfy requirements for extension, initial, sustainment and instructor and key personnel training for the operator/maintainer, supervisor/manager, and programmer/analyst.  An ET program will be built into or added onto the operational system hardware that will train the soldier to successfully accomplish 85 percent of trained tasks after one ET session.  The ET will be incorporated into (but not necessarily integral with) the overall computer software configuration item.  Integration requirements will not preclude the possibility of strap-on or adjunct ET, as along as training configuration is such that transition time to normal operations is acceptable for the system.  The ET will not damage equipment or CSSCS data and will not compromise the security of the system.  The ET will be developed for concurrent operational testing, evaluation, and fielding as an integral component and fully compatible  with the system.  This includes the use of course ware, scenario execution, free-play, several levels of context-sensitive help, and training performance recognition profiles.  The ET must not affect RAM or be constrained by the characteristics and employment of the prime system.





(4)  Peacetime Readiness Training.  The CSSCS operators/maintainers and supervisors/managers must train in peacetime as they will fight in war.  Commanders in garrison can use the inherent DSS and communications capabilities of the CSSCS to facilitate day-to-day operations.  In field training exercises, passing of information between commanders by all available communications media will ensure proficiency of operations.





(5)  Training Constraints.





(a)  Manpower.  The CSSCS will be operated by personnel currently assigned to those organizations/sections receiving CSSCS devices.





(b)  Personnel.  The CSSCS will be operated by personnel currently assigned to those organizations receiving the equipment. No additional operators, military occupational skills, or additional skill identifiers are required.  The manpower assessment indicates that the system, when fully introduced IAW current plans, will generate minimal or no maintenance personnel requirements on the current force structure.





(c)  Training.  No training devices/simulators will be required, however, the target host computer will be used for all operator and maintenance training in units.  The CSSCS will be capable of interfacing with the WARSIM 2000. 





	


	d.  Computer Resources.





(1)  Language Constraints.  There is no operational requirement for a particular language.  The Department of the Army (DA) policy applies (Army Regulation 70-1, 31 Mar 93, paragraph 3-3).





(2)  Computer Constraints.  The CSSCS will utilize ABCS CHS, the Defense Information Infrastructure (DII) Common Operating Environment (COE) as directed and common support software programs to the maximum extent.  All functional requirements will be met through the porting of common and unique applications on the Army common operating environment.  CSSCS software will be tailorable to allow it to reside on a laptop computer.





(3)  Database Constraints.  None.





(4)  Architecture Constraints.  An open system architecture is required which can accommodate both hardware and software technology insertion.  The CSSCS is required to interoperate with the Global Command and Control System.





(5)  Interoperability Constraints.  The CSSCS must interoperate with other SSCS nodes, ABCS BFA, the Global Command and Control System-Army (GCCS-A), designated STAMIS, and any other emerging C2 systems below brigade level, e.g., FBCB2.  Constraints include the identification, reconciliation, use of compatible communications protocols, message formats, file transfer procedures, and the availability and/or employment of adequate primary and alternate means of communications, source data automation, and multi-level security (MLS) capabilities.  MLS will permit the truly seamless electronic interface between classified and unclassified systems, e.g., CSSCS to STAMIS (See Paragraph 6c(1)).





(6)  Mission-Critical Computer Resources.  As a C2 system, CSSCS is a mission critical computer resource.





(7)  Support Computer Resources.  NA.





(8)  Automated Test Equipment.  No requirement.  CSSCS has an integrated diagnostic test capability.





(9)  Integrated Computer Resources Support Capabilities.  Since the CSSCS is an automated C2 system, it is a computer resource.  Therefore, separate consideration of computer resource components and support is unnecessary here.  Pertinent information is provided throughout this ORD.





(10)  User Interface Requirements (UIRs).  Specific interfaces and information exchange requirements are identified in the Command, Control, Communications, and Computers Requirements Definition Program (C4RDP) and documented in UIRs between the CSSCS and other BFA, STAMIS and other C2 systems.





e.  Other Logistics Considerations.





(1)  Provisioning Strategy.  Provisioning strategy will be established by the logistics support activity.





(2)  Unique Facility and Shelter Requirements.  There are no unique shelter requirements.  The CSSCS will utilize the Standardized Integrated Command Post System (SICPS) family of shelters to house equipment.  These include the Tent, CP; High-Mobility, Multipurpose, Wheeled Vehicle (HMMWV) with Rigid Wall Shelter (RWS); the Tracked CP (M-1068), and Five-Ton Expansible Van.





(3)  Special Packaging, Handling, and Transport Requirements.  The CSSCS equipment does not present any unusual transportability requirements.  The CSSCS device must facilitate two-person carry.  The CSSCS must be transportable in its transit case as restrained cargo in vehicles over primary roads, secondary roads, and cross country and by air, ship and rail.





(4)  Power.  The CSSCS devices will require 28-volt direct current and must operate on 100/120 and 220/240-volt alternating current power sources, 50 and 60 hertz standard U.S. Army tactical and commercial power sources.  The switch-over between power sources will not interrupt, even momentarily, power to the CSSCS equipment.  In the event of software or power failure, the system will use an uninterrupted power supply (UPS) to allow orderly shutdown in no less than 15 minutes, in order to prevent the loss of data in memory.  Electronic equipment will be protected from power transients.





6.  Infrastructure Support and Interoperability.





a.  Command, Control, Communications, Computers, and Intelligence (C4I).  The CSSCS must be networked with the other BFA to provide information exchange IAW the Army C4RDP, the ABCS Information Exchange Plan (IXP) and UIRs.  The CSSCS will interface with Army automated battle command (C2) and intelligence sensor and processor systems and networks as they become available.





b.  Transportation and Basing.





(1)  The system will be modular, with work station and ancillary equipment.  It will be capable of being operated while mounted in stationary vehicular-transported shelters, if integrated into situational assessment networks, or while dismounted in tents or buildings.  When being transported, it must be in its transit case as restrained cargo.  When rack-mounted, it can be moved in its SICPS vehicle.





(2)  In its transit case, the CSSCS and its ancillary equipment will meet U.S. and North Atlantic Treaty Organization (NATO) highway legal limits.





c.  Standardization, Interoperability, and Commonality.





(1)  The CSSCS is a subsystem of the ABCS and must interface with other ABCS subsystems:  Maneuver Control System (MCS), Forward Area Air Defense System for Command and Control (FAADC2), Advanced Field Artillery Tactical Data System (AFATDS), and All Source Analysis System (ASAS).  The CSSCS must interface with the following STAMIS IAW the evolutionary development approach outlined in paragraph 8 of this ORD:  Standard Property Book System-Redesign (SPBS-R), Transportation Coordinator Automated Information Management System II (TC AIMS II), Standard Army Maintenance Systems Level 2 (SAMS-2), Standard Army Retail Supply System-Level-1 (SARSS-1), SARSS-2A (Division and Corps), Standard Army Ammunition System (SAAS), Standard Installation/Division Personnel System (SIDPERS), Theater Army Medical Management Information System (TAMMIS), Mass Fatality Field Information Management System (MFFIMS), and Unit-Level Logistics System (ULLS-S4).  The CSSCS will interface with the Reserve Components Automation System (RCAS), the WARSIM 2000, the Force XXI Battle Command Brigade and Below (FBCB2), the Global Command and Control System-Army (GCCS-A), and the Global Combat Service Support System-Army (GCSS-Army).  The CSSCS database will be capable of being updated from interfacing STAMIS an average of every three hours, and capable of processing all information received prior to the next update.  It will support transmission of Variable Message Format (VMF) and Joint Variable Message Format (JVMF) messages.





.


(2)  The CSSCS must use standard Department of Defense (DOD), worldwide, communications networks, standard Army tactical communications equipment, and procedures common to the various echelons.  The CSSCS will operate within the automation and communications architecture of the Warfighter Information Network (WIN).  Software will be developed to minimize bandwidth requirements.  The CSSCS will be able to access the world wide web (WWW) and be able to gain access to CSS Web Sites via the NIPRNET and SIPRNET.








(3)  The objective CSSCS system, IAW the evolutionary development approach, must be capable of interfacing with national, joint and allied services.  Joint and combined interfaces are via the ABCS with the potential for direct interoperability based on the policies and procedures contained in DOD Directive 4630.5 and DOD Instruction 4630.8 in CSSCS V5 (FY 97).  (NOTE:  Blocks I and II were developed based on the approved ROC.)  The CSSCS will fully comply with joint directives and standards in Block III.  To support joint and combined operations, the CSSCS must be capable of supporting a multi-tasking environment.





(4)  Information technology standards required for CSSCS development will comply with the DOD Technical Architecture Framework for Information Management (TAFIM).  As a minimum, the following standards apply:  Joint Pub 6-04, U.S. Message Text Formatting Standard; final draft MIL-STD 2525, Common Warfighting Symbology; draft MIL-STD 188-241, Interoperability and Performance Standards for Very High Frequency Hopping Single Channel Ground/Airborne Radio System.





d.  Mapping, Charting, and Geodesy Support.  The system will use map graphics and associated data derived from a geographic information system. The CSSCS must accept Standard Mapping Agency and Digital Topographic Support System map products and updates, to include satellite imagery and scanned map products.  Map information will be capable of being used as a database.  The system will develop its map graphics capability so that it is in compliance with the joint mapping tool kit (JMTK) standards.


e.  Environmental Support.  NA.





7.  Force Structure.





a.  The total number of CSSCS required will consist of the sum of TOE unit requirements, TDA organization and Schools, and maintenance spares.  CSSCS will be integrated into schools for orientation training in professional development courses.  School distribution is based on the training base requirements identified for digitized training.  Spares will be determined based on fifteen percent of the total devices.  CSSCS devices will either be High Capacity Computer Unit (HCU), similar to a desktop computer or the Compact Computer Unit (CCU), or a smaller type computer as technology evolves.  Standard Integrated Command Post Systems (SICPS) will be determined by the mission and function of each Operational Facility (OPFAC).  CCU do not require a SICPS.





b.  Functional Employment.  The CSSCS will be employed at the battalion, brigade, division, corps, separate maneuver brigade, armored cavalry regiment (ACR), non-divisional brigade, group and regiment; and echelons above corps (EAC).  General allocation rules reflect:





Two each CSSCS for each brigade, group, regiment, or equivalent units and their headquarters.


One each for each deployable Hospital (MASH, CSH, Field, and General).


Two each for G1 and G4 in Headquarters staffs to support Main and Rear Command Posts.


One each shared by the S1 and S4 in all Army battalions.


One each for the Support Operations Section (SPO) in CSS battalions.


One additional for Special Operations Battalions based on contingency requirements


One each for each section in Materiel Management Center in Division, Corps, and Theater based on its support mission.





(1)  Operations Group, Combat Training Centers (CTC).  At each of the Combat Training Centers, (National Training Center, Joint Readiness Training Center, and Combined Maneuver Training Center), the rules of engagement require that units can only operate Command, Control, Communications and Intelligence (C3I) equipment which can be monitored by the Operations Group.  The Operations Group uses the data to assist units in their training.  CSSCS is, therefore, required at each location so that rotational units can utilize their CSSCS.  CSSCS will interface with the Maneuver Combat Training Center (MCTC) Instrumentation Systems (IS) according to the interface standard established at the MCTCs for the ABCS system integration.  This interface will allow the Operations Group to control, monitor, and collect CSSCS data for After Action Reviews from within the control building using the MCTC-IS.





c.  The CSSCS will use CHS modules and CSSCS-unique software modules to rapidly collect, analyze, and distribute essential C2 information obtained from CSS STAMIS, from the man-in-the-loop and CSS manual systems, and from the other four BFA within the family of ABCS.  The CSSCS implements the CSS functional area segment of the ABCS architecture.  It will access, host and/or maintain the commander’s critical information requirements and provide functional area C2 and must be networked with the other four functional area control systems to provide ABCS interface and interoperability.





8.  Schedule Considerations.





a.  Software.  The CSSCS evolutionary development program is implemented in three block upgrades:  Blocks I, II, and III.  The evolutionary development program is phased over the life cycle of CSSCS and progresses from limited functional capabilities to full/objective capabilities necessary to satisfy objective requirements.





b.  Hardware (SICPS).  The CSSCS will be initially be fielded with the SICPS tent.  The objective capability will be achieved when the remaining SICPS variants, the HMMWV w/RWS, the M1068, and the five-ton expansible van, are available.  Other SICPS variants, e.g., Command and Control Vehicle (C2V) and the Bradley Command Vehicle, will be considered for platforms as they become available.





c.  Block I.  This block which is fielded on CHS provides the initial operational capability and the baseline to further develop the CSSCS to full operational capability in Block III.  The CSSCS capabilities will be expanded with software improvements as found in Functional Requirements Document (FRD) 3.  The CHS and COTS software will be integrated with CSSCS software.  Block I and all subsequent blocks will meet all operational, environmental and performance requirements.  This block correlates with Version 3 documentation.  Software will:





(1)  Establish database files as detailed in FRD-3 for all supply classes, (less IV, VI, VIII, and X), to include water, limited transportation, limited DSS, ET and preliminary COA analysis.





(2)  Exchange data elements in standard Variable Message Formats (VMF), Joint Variable Message Formats (JVMF)and USMTF formats with other ABCS BFA systems while using the battlefield ACUS, CNR, LAN/WAN, and commercial systems to include host nation systems.





(3)  Communicate with internal BFA systems, i.e., Maneuver Control System (MCS), Forward Area Air Defense System For Command and Control (FAADC2), Advanced Field Artillery Tactical Data System (AFATDS), All Source Analysis System (ASAS), and STAMIS/GCCS-Army to receive reports, assign tasks, receive, transmit, and process data up to and including SECRET information.  Classified data exchange with STAMIS initially will be by magnetic media or by another interim technical solution until the objective Multi-Level Security System (MLS) is implemented.  During unclassified CSSCS operations, a communication path must be provided for connection and use to send and receive unclassified data.





(4)  Provide initial CSS supportability planning capability (COA) to include projections with automated analytical support.





(5)  Access and/or maintain the CSSCS database and the FLI system database in addition to the Battlefield Automated System’s (BAS’s) specific requirements (when functioning as the alternate headquarters).





(6)  Generate operational symbols and decision graphics IAW Field Manual 101-5-1 from database entries (electronic map).





(7)  Collect data and operate via computer electronic input, manual keyboard input, and magnetic media input.





(8)  Provide CONOPS capability via alternative message routing, database duplication and reassignment of functions within CSS organizations.  The CONOPS is ensured through the use of alternative CP procedures and the queuing of messages or reconstruction of data when the node is again operational.





(9)  Provide soldier-machine interface (SMI) capability to include screen display icons, concurrent processing of a maximum of five active windows on the display screen, graphic overlays and forms, text panes, titles, and scrolling.





(10)  Provide automated message handling performance to include message status, queuing, parsing and validation.


(11)  Perform automatic database update, generic database viewing, and data distribution and synchronization.





(12)  Establish simulation and ET utilities providing a self-contained training package that  could be used in a formal classroom or on-the-job training environment for both initial qualification and sustainment training.





(13)  Provide rapid organization for combat reconfiguration capability, to include doctrinal support and operational relationships, which is supported by automatic data migration.





(14)  Provide networking and LAN configuration to accommodate the full range of communications requirements in each CP.





(15)  Provide systems management for initialization, termination, and error processing control.





(16)  Use a NDI software consisting of an operating system, database management system, business graphics, word processing, spreadsheet, integrated cut and paste capability, and communication interface.





(17)  Provide interface with the following STAMIS:  SAMS-2, SPBS-R, SIDPERS, SARSS-1, SARSS 2-A (Division and Corps) and SAAS.





(18)  Continue to provide C2 information when STAMIS or communication interfaces are interrupted, i.e., degraded mode operations.





d.  Block II.  This block expands CSSCS capabilities with succeeding software versions and CHS devices.  It will meet all operational, environmental and performance requirements.  Development will correlate with Version 4 (FRD-4) documentation.  Software provides the capability to:





(1)  Expand all existing database files from previous blocks and reconfigure them to enhance performance.





(2)  Expand all existing data and communication management and ancillary capabilities from previous blocks, and reconfigure them to enhance performance.





(3)  Provide interface with the following STAMIS:  ULLS-S4, and TAMMIS.





(4)  Expand all existing ET capabilities to enhance performance.





(5)  Develop a capability to support CSS C2 requirements at EAC.





(6)  Enhance the capabilities of the COA analysis module, preferably with artificial intelligence/DSS.





(7)  Develop an initial transportation module which includes a manual capability to enter information about critical movements and main supply route status.





(8)  Develop the ABCS common map picture so that it will comply in its objective form with JMTK standards.





		(9)  Establish additional database files for the following functions:





(a)  Establish database files to support reconstitution planning.





(b)  Establish database files to plan and control distribution of field services such as field bakery, clothing repair, laundry and shower and sundry items.





(c)  Establish database files to support medical logistics and class VIII supply.





(d)  Establish database to support class IV supply.





(10)  Develop a tailorable, modular, software suite which will provide basic functionality for command and control at battalion level.





(11)  Develop a capability for the system to access the WWW via NIPRNET and SIPRNET.





(12)  Develop personnel functionality in modular format similar to the Force Manning System (FMS).








e.  Block III.  This block expands the CSSCS capabilities with succeeding software versions and CHS devices, and provides the CSSCS the capability to interface with the WARSIM 2000.  Development will correlate with FRD-5 documentation.  The capability for joint/allied interoperability will be added as allied and joint C2 systems come on-line.





(1)  Expand all existing database files from previous block and reconfigure them to enhance performance.





(2)  Expand all existing data and communication management and ancillary capabilities from previous blocks, and reconfigure them to enhance performance. 





(3)  Establish additional database files for the following functions:





(a)  Allied/joint CSS interoperability.





(b)  Civil military cooperation—CA planner.





(c)  The CSS area self protection—rear area operations center.





(d)  Wartime procurement and contracting.





(e)  The AG postal support.





(f)  Support interfaces with automated reserve components automation systems, e.g., Reserve Components Automation Systems (RCAS).





(g)  Establish database files to support civil military cooperation to include host nation support capabilities and class X supply.





(h)  Establish database files to support mortuary affairs.





(i)  Establish database files to support CSS area self-protection planning, to include unexploded ordnance disposal.





(j)  Establish database files to support interfaces to wartime legal and financial information systems.





(4)  Develop Medical functionality in modular format similar to the medical situational awareness and control system (MSAC).





(5)  Enhance map graphics capability so that it complies with JMTK standards.
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