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Summary Sheet

Contractor Integrated Data Services (CIDS)
I. Evolving Army Environment:  The acquisition of data and information is becoming more complex because the evolving Army environment consists of multiple organizations, including Government and contractors, which must be able to share data and information in a controlled manner.  The Army environment is going to have to deal with the various and heterogeneous environments for Original Equipment Manufacturers, co-development partners, and suppliers, as sources for data and information.  A significant challenge for the Army environment is the need for interoperability or interfaces with the contractors’ environments.  Part of the challenge is that this need is either facilitated or hindered by the way each Army PM asks for, contracts for, gets access to, or takes delivery of data and information. User communities (e.g. program management, simulation, training, sustainment, product support, spares procurement, and the soldier), within the environment may use or support multiple data and information needs, perform multiple roles, and be geographically distributed.  Future Army organizations and their contractors will need more access to different kinds of data and information (e.g. systems engineering, program management, financial management, supply chain), and a variety of services to maintain that data and information.  Further complicating the environment will be that data, information and services from several different information technology sources may feed several different implementations, and be impacted by different security needs.
II. Contractor Integrated Data Services (CIDS) is a potential new approach: For the past two years Army Materiel Systems Analysis Activity (AMSAA) has lead a team of Army folks assessing current procedures or best practices for electronic access to or delivery of all data and information made available under Army contracts.  The Office of the Assistant Secretary of the Army (Acquisition Logistics and Technology) and HQ Army Materiel Command (AMC) have been stakeholders in this process, and representatives from PEOs, PMs, and AMC major subordinate commands have been the functional participants.  The Contractor Integrated Data Services (CIDS) approach is emerging as a way to meet the Army needs.  In order to implement that approach some basic principles must be established beginning at the Army level.  This requires developing and publishing Army-level policy and guidance with flexible tools such as a tailorable performance specification to acquire services and an implementation guide that is tailorable and available on-line, or at the desktop.  This approach will be an integral part of the Army Integrated Digital Environment initiative, which is focused on improving the collaboration and interoperability among contactor and government components.  This approach will be considered in the planning for the Army Advanced Collaborative Environment. The CIDS Phase I Data Collection Task is completed.  Results included data collection, and definition of a CIDS concept and strategy.  CIDS next steps when funded will focus on data management, acquisition of data and information, the evolving environments and architectures, and integration within Army Knowledge Management needed to support those missions.
III.   CIDS results and products are viewed as a work in progress, procurement sensitive and distribution is limited. DISTRIBUTION STATEMENT E. Distribution authorized to DoD Components only (Administrative or Operational Use) (5 Dec 03). Other requests shall be referred to (Headquarters, Army Materiel Command, ATTN: AMCOPS-I-EI, Bldg. 2, 9301 Chapek Road, Fort Belvoir VA 22060-5527).
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