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8.8 Clinger Cohen Act

8.8.1 Purpose

This section assists program managers, domain managers and members of the joint staff to understand and comply with the Clinger Cohen Act (CCA).  This section is organized into the key requirements of CCA that must be met in order to receive milestone approval.  For a more detailed background and comprehensive guidance, please access the CCA Community of Practice.
8.8.2 CCA Background

The Information Technology Management Reform Act, now known as the Clinger-Cohen Act of 1996, is designed to improve the way the Federal Government acquires and manages information technology. It requires the Department and individual programs to use performance based management principles for acquiring information technology (IT), including National Security Systems (NSS).  

The CCA generated a number of significant changes in the roles and responsibilities of various Federal agencies in managing acquisition of IT, including NSS; it elevated oversight responsibility to the Director, OMB, and established and gave oversight responsibilities to the departmental CIO offices.  In DoD, the ASD(NII)has been designated as the DOD CIO and is responsible for management and oversight of all DoD information technology, including national security systems.

8.8.2.1 Definitions

The term “information technology,” with respect to an executive agency  means any equipment or interconnected system or subsystem of equipment, that is used in the automatic acquisition, storage, manipulation, management, movement, control, display, switching, interchange, transmission, or reception of data or information by the executive agency.  For purposes of the preceding sentence, equipment is used by an executive agency if the equipment is used by the executive agency directly or is used by a contractor under a contract with the executive agency which (i) requires the use of such equipment, or (ii) requires the use, to a significant extent, of such equipment in the performance of a service or the furnishing of a product.  The term “information technology” includes computers, ancillary equipment, software, firmware and similar procedures, services (including support services), and related resources.  “Information technology” does not include any equipment that is acquired by a Federal contractor incidental to a Federal contract

The term “National Security System” (NSS) means any telecommunications or information system operated by the United States Government, the function, operation, or use of which, (a) involves intelligence activities; (b) involves cryptologic activities related to national security; (c) involves command and control of military forces; (d) involves equipment that is an integral part of a weapon or weapons system; or (e) is critical to the direct fulfillment of military or intelligence missions.

8.8.3 Mandatory Policies

The following tables outline regulatory requirements and mandatory DoD policy regarding the CCA:  

· The first table details the CCA Compliance requirements and the applicable program documentation that can be used to fulfill the requirement.  This table consolidates information from the DoDI 5000.2 CCA Compliance Table (Table E4.T1). 

· The second table lists additional requirements for CCA compliance that are not covered in DoDI 5000.2.

To navigate via hyperlinks, go to the CCA Requirements table and select the appropriate hyperlink to get to guidance information.  Some CCA requirements are discussed only briefly, and then are hyperlinked to a more complete discussion.  Additionally, some of the more detailed requirements will have links to the CCA Community of Practice website which provides more comprehensive understanding of the CCA requirements, their rationale, the associated policy documents, best practices and lessons learned.

Paragraphs following the tables will lay out each requirement, who is responsible for fulfilling and reviewing the requirement and how the requirement is to be fulfilled; or briefly describe the requirement and provide a link to detailed discussion contained elsewhere.  

8.8.3.1 Requirements From The DoDI 5000.2 CCA Compliance Table 
(Table E4.T1.)

	Requirements From the DoDI 5000.2 Clinger-Cohen Act (CCA) of 1996 Table (DoDI Table E4.T1.)

	Information Requirements
	Applicable Program Documentation **
	Applicable Milestone ****
	Regulatory Requirement

	***Make a determination that the acquisition supports core, priority functions of the Department
	ICD Approval 
	Milestone A
	CJCSI 3170.01D

	*No Private Sector or Government source can better support the function
	AoA(FSA) page XX Acquisition Strategy page XX, para XX
	Milestone A & B
	CJCSI 3170.01D

DoDI 5000.2

	*** Redesign the processes that the system supports to reduce costs, improve effectiveness and maximize the use of COTS technology
	Approval of the ICD, Concept of Operations, AoA (FSA), CDD, and CPD
	Milestone A & B
	CJCSI 3170.01D

DoDI 5000.2

	*An analysis of alternatives has been conducted
	AoA (FSA)
	Milestone A
	CJCSI 3170.01D

DoDI 5000.2

	*An economic analysis has been conducted that includes a calculation of the return on investment; or for non-AIS programs, a Life-Cycle Cost Estimate (LCCE) has been conducted
	Program LCCE

Program Economic Analysis for MAIS


	For MAIS:  Milestone A & B, &  FRPDR (or their equivalent)

For non-MAIS: Milestone B or the first Milestone that aurhorizes contract award 
	DoDI 5000.2

	***Establish outcome-based performance measures linked to strategic goals and conduct a PIR or PDPR to validate achievement of outcomes.
	ICD, CDD, CPD and APB approval


	Milestone A  
	CJCSI 3170.01D

DoDI 5000.2

	There are clearly established measures and accountability for program progress
	Acquisition Strategy page XX

APB
	Milestone B, 
	DoDI 5000.2

	The acquisition is consistent with the Global Information Grid policies and architecture, to include relevant standards
	ICD, CDD, & APB (NR-KPP)

ISP (Information Exchange Requirements) 
	Milestone A, B & C
	CJCSI 6212.01C

DoDI 5000.2

	The program has an information assurance strategy that is consistent with DoD policies, standards and architectures, to include relevant standards
	Information Assurance Strategy
	Milestone A (MAIS),  B, FRPDR or equivalent 
	DoDI 5000.2

	To the maximum extent practicable, (1) modular contracting has been used, and (2) the program is being implemented in phased, successive increments, each of which meets part of the mission need and delivers measurable benefit, independent of future increments
	Acquisition Strategy page XX
	Milestone B or the first Milestone that aurhorizes contract award
	DoDI 5000.2

	The system being acquired is registered
	Registration Database
	Milestone B,

Update as required
	DoDI 5000.2


* For weapons systems and command and control systems, these requirements apply to the extent practicable (40 U.S.C. 1451)

** The system documents/information cited are examples of the most likely but not the only references for the required information.  If other references are more appropriate, they may be used in addition to or instead of those cited.

***These requirements are presumed to be satisfied for Weapons Systems with embedded IT and for Command and Control Systems that are not themselves IT systems

**** For MAIS programs, the DoD CIO must certify to the congressional defense committees, before granting approval for Milestone A or B or the Full-Rate Deployment decision (or their equivalent), that the system is being developed in accordance with the Clinger-Cohen Act.  The purpose of the “Applicable Milestone” column in the table above is to indicate at which Milestone(s) the initial determination should be made regarding each element of Clinger-Cohen Act implementation, irrespective of the fact that Clinger-Cohen Act compliance must be certified at each Milestone for a MAIS program.

8.8.3.2  Extract from DoDI 5000.2, Table E3.T1, Statutory Information Requirements Table 

	Statutory Information Requirements Related to the Clinger Cohen Act

	Information Requirements 
	Applicable Milestone
	Applicable Statute

	CCA Compliance 

(All IT–including NSS) (See enclosure 4, Table E4.T1.)
	MS A (MAIS only), Program Initiation for Ships, MS B, MS C (if equivalent to Full-Rate Production DR), Full-Rate Production DR
	40 U.S.C. Subtitle III, reference 

* Sec. 8088, Pub.L. 107-248, reference (or successor appropriations act provision) 

	** Post-Deployment Performance Review
	*** Full-Rate Production DR
	5 U.S.C. 306, reference 

40 U.S.C. 11313, reference  


* Section 8084(c) is the current successor appropriations act provision for FY04 (Public Law 108-87).

** DoDI 5000.2 requires a Post Deployment Performance Review (PDPR).   For MAIS programs, OMB Circular A-130 refers to this requirement as a Post Implementation Review (PIR).  

*** A PDPR/PIR Plan is required at FRP DR.  A PDPR/PIR must be conducted after IOC but prior to FOC. 

8.8.4 Guidance for Complying with the CCA

This section details guidance associated with the CCA Information Requirements listed above.  Each section provides an overview of the requirement as well as or links to additional guidance contained in other parts of the guide and elsewhere. 

8.8.4.1  Determining that the Acquisition Supports the Core, Priority Functions of the Department 

Overview:  This element of the CCA asks if the function supported by a proposed acquisition is something the Federal government actually needs to perform; i.e., for DoD, is the function one that we (the DoD and/or its Components) must perform to accomplish the military missions or business processes of the Department?  

For DoD, this question is answered in the JCIDS process.  Before a functional requirement or new capability enters the acquisition process, the JCIDS process (See CJCSM 3170.01, Enclosure A) requires the sponsor to conduct a series of analyses (i.e., the FAA, FNA and FSA).  These analyses are normally completed before preparing an ICD.  Ideally, these analyses will show that the acquisition supports core/priority functions that should be performed by the Federal Government.  Moreover, the analysis should validate and document the rationale supporting the relationship between the Department’s mission (i.e., core/priority functions) and the function supported by the acquisition.  
Who is Responsible?  The Sponsor/Domain Owner with cognizance over the function leads the analysis work as part of the JCIDS process.    

Implementation Guidance:  Ensure that the JCIDS analytical work addresses the CCA question by establishing the linkage between the mission, the function supported, the capability gap and potential solutions.  The following questions should be helpful in determining whether a program supports DoD core functions:

· Does the program support DoD core/primary functions as documented in national strategies and DoD mission and strategy documents like the Quadrennial Defense Review (QDR), annual Strategic Planning Guidance(SPG)), Joint Operating Concepts (JOC), Joint Functional Concepts (JFC), Integrated Architectures (as available), the Universal Joint Task List (UJTL), domain mission statements, or Service mission statements? 

· Does JCIDS (i.e., FAA/FNA/FSA) validate that the function needs to be performed by the Government?

· Is the program consistent with the goals, objectives, and measures of performance in the lead Sponsor/Domain owner’s Functional Strategic Plan? 

8.8.4.2  Determining That No Private Sector or Government Source Can Better Support the Function

Overview: This element of the CCA asks if any private sector or government source can better support the function.  This is commonly referred to as the “outsourcing determination.”  The Sponsor/Domain Owner determines that the acquisition MUST be undertaken by DoD because there is no alternative source that can support the function more effectively or at less cost.  

Who is Responsible:  

· The Sponsor/Domain Owner with cognizance over the function leads the analysis work as part of the JCIDS process.  

· The PM updates and documents the outsourcing decision in the Acquisition Strategy.

8.8.4.3  Redesigning the Processes that the Acquisition Supports

Overview:  This element of the CCA asks if the business process or mission function supported by the proposed acquisition has been designed for optimum effectiveness and efficiency.  This is known as Business Process Reengineering (BPR) and is used to redesign the way work is done to improve performance in meeting the organization's mission while reducing costs.  The CCA requires the DoD Component to analyze its mission, and based on the analysis, revise its mission-related processes and administrative processes as appropriate before making significant investments in IT.  To satisfy this requirement, BPR is conducted before entering the acquisition process.  However, when the results of the JCIDS analysis, including the AoA, results in a COTS enterprise solution, additional BPR is conducted after program initiation, to reengineer an organization’s retained processes to match available COTS processes. 

Who is Responsible: 

· The Sponsor/Domain Owner with cognizance over the function with input from the corresponding DoD Component functional is responsible for BPR.  

· The PM should be aware of the results of the BPR process and should use the goals of the reengineered process to shape the acquisition.  

· The DoD CIO and the OSD PA&E assess an ACAT IAM program's AoA/FSA to determine whether sufficient BPR has been conducted.  

BPR: Benchmarking

Benchmarking is necessary for outcome selection and business process reengineering (BPR).  The Sponsor/Domain Owner should quantitatively benchmark agency outcome performance against comparable outcomes in the public or private sectors in terms of cost, speed, productivity, and quality of outputs and outcomes.  

Benchmarking should occur in conjunction with a BPR implementation well before program initiation.  Benchmarking can be broken into four primary phases:

· Planning Phase:  Identify the product or process to be benchmarked and select the organizations to be used for comparison.  Identify the type of benchmark measurements and data to be gathered (both qualitative and quantitative data types).  One method to gather data is through a questionnaire to the benchmarking organization that specifically addresses the area being benchmarked.  

· Data Collection and Analysis Phase.  Initiate the planned data collection, and analyze all aspects of the identified best practice or IT innovation to determine variations between the current and proposed products or processes.  Compare the information for similarities and differences to identify improvement areas.  Use root cause analysis to break the possible performance issues down until the primary cause of the gap is determined.  This is where the current performance gap between the two benchmarking partners is determined.  

· Integration Phase:  Communicate the findings; establish goals and targets; and define a plan of action for change.  This plan of action is often the key to successful BPR implementation.  Qualitative data from a benchmarking analysis is especially valuable for this phase.  It aids in working change management issues to bring about positive change.

· Implementation Phase:  Initiate the plan of action and monitor the results.  Continue to monitor the product or process that was benchmarked for improvement.  Benchmark the process periodically to ensure the improvement is continuous.  

EXAMPLE
The Military Health System PEO Joint Medical Information Systems Office was faced with increasing cost and decreasing performance in their 20+ call centers that service 8.3 million military healthcare beneficiaries.  To understand the industry standards for call center performance, the PEO staff approached the Gartner Group and the benchmarking services offered by Brady and Associates, a hospital management consultancy.  A comparison of the as-is cost and performance with the industry benchmarks suggested that a business case could be made to reengineer the Military Health System call center process and realize both improved service and a significant ROI.

Following completion of the business case, a competitive solicitation was made for consolidated call and help desk services.  This would be a performance based services contract using performance measures developed from the benchmarking exercise.  The award was made to IBM with incentivized performance metrics as shown in Figure 1.  

The contracting tool selected was a variation of a firm fixed price contract with established target and ceiling prices.  Underruns below the target price and overruns between the target and ceiling price are shared in a ratio bid between the vendor and government.   Of note is that this was the first such incentivized-shard risk contract based upon a GSA Schedule and now serves as a template for use by all government agencies.
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The results of this reengineering have been dramatic.  The consolidated call center is in San Antonio, Texas.  Pre-consolidation cost for 20+ centers was $25M.  The current cost is $10M per year and customer satisfaction for FY 03 was 98% .

 Figure 1 Consolidated MHS Calldesk  Incentivized Performance Metrics
Resources:

· National Partnership for Reinventing Government Benchmarking site: http://govinfo.library.unt.edu/npr/initiati/benchmk/ 

· Best Manufacturing Practices site: http://www.bmpcoe.org/
· The Brady Group Call Center Benchmarking: http://bradyinc.com
· The Gartner Group: http://www4.gartner.com/Init
· BusinessRanks.com: http://www.businessranks.com/call-centers.htm
Implementation Guidance: BPR implementation guidance exists in both the private and public sector.  In addition to the steps required to conduct a BPR, it is critical that the Sponsor/Domain Owners and Program Managers recognize change management as a key aspect of any successful BPR implementation.  Here are two government sources recommended for BPR implementation guidance: 

1. The BPR Internet Resources Kiosk: The BPR Internet Resources Kiosk site provides a set of links to BPR education, tools and implementation guidance for BPR implementations.  Included are links to the The DoD Process Innovation Site, which contains the Turbo BPR tool and the BPR Fundamentals course.

2. The GAO BPR Guide:  The GAO has developed a comprehensive framework for assessing BPR implementations that the DoD can adopt to aid programs in conducting their BPR analysis. This framework involves three key parts <link>:

Part A: Assessing the Agency's Decision to Pursue Reengineering: 

Part B: Assessing New Process Development 

Part C: Assessing Project Implementation and Results 

8.8.4.4  Analysis of Alternatives (Functional Solutions Analysis) 
Overview:  The Office of the Director, Program Analysis and Evaluation (OD/PA&E), provides basic policies and guidance associated with the AoA process.  For ACAT ID and IAM programs, OD/PA&E prepares the initial AoA guidance, reviews the AoA analysis plan, and reviews the final analysis products (briefing and report).  After the review of the final products, OD/PA&E provides an independent assessment to the milestone decision authority (see DoD Instruction 5000.2, Enclosure 6 <E.6.5>  See Section 4.3 <link> of this guide for a general description of the AoA and the AoA Study Plan. <link>.  
8.8.4.5  Economic Analysis and Life-Cycle Cost Estimates 

Overview: An Economic Analysis consists of a life-cycle cost and benefits analysis and is a systematic approach to selecting the most efficient and cost effective strategy for satisfying an agency's need.  See Sections 4.9 and 4.11 of this guide for detailed EA and LCCE guidance. <link>.  

8.8.4.6  Establish Outcome-based Performance Measures

Overview: The CCA requires the use of performance and results-based management in planning and acquiring investments in information technology, including national security systems (IT, including NSS).  This section defines measurement terminology, relates it to DoD policy and provides guidance on formulating effective outcome-based performance measures for IT, including NSS investments.  

IT, including NSS outcome-based performance measures are also referred to as measures of effectiveness (MOEs).  For clarification, the various uses and DoD definitions of MOEs are provided on the CCA Community of Practice <link>.  Regardless of the term used, the Clinger Cohen Act states that the respective Service Secretaries shall:

· Establish goals for improving the efficiency and effectiveness of agency operations and, as appropriate, the delivery of services to the public through the effective use of information technology.  

· Ensure that performance measurements are prescribed for information technology programs used by or to be acquired for the executive agency and that the performance measurements measure how well the information technology supports programs of the executive agency.

· Conduct post-implementation reviews of information systems to validate estimated benefits and document effective management practices for broader use.

In summary, we are obligated to state the desired outcome, develop and deploy the solution and then measure the extent to which we have achieved the desired outcome.  For further discussion, see the CCA language in page 24 of Circular No.A-11, Part 7, Section 300, Exhibit 300, Part I, Section I.C.  Additionally discussions on the statutory basis <link> and regulatory basis for MOEs and their verification <link> are available.  
Who is Responsible: 

· The Sponsor/Domain Owner with cognizance over the function develops the MOEs as part of the JCIDS process.  This individual should ensure the MOEs are outcome-based and relate to the outcomes identified as benefits in the benefits analysis. 

· The PM should be aware of the MOEs and how they relate to overall program effectiveness and document these MOEs in the Exhibit 300 that is part of DoD’s budget submission to OMB.  

· The DoD CIO assesses the outcome-based measures in deciding whether to certify CCA compliance for ACAT IA progams.

Implementation Guidance:  This section is written to help the functional proponent prepare the MOEs and to help the PMO understand his/her role in the MOE refinement process.  The key to understanding and writing MOEs for IT, including NSS investments is to recognize their characteristics and source.  Therefore, MOEs should be:

· Written in terms of desired outcomes

· Quantifiable 

· A measure of the degree to which the desired outcome is achieved

· Inclusive of both DoD Component and enterprise performance benefits 

· Independent of any solution and should not specify system performance or criteria

To satisfy the requirement that an MOE be independent of any solution and not specify system performance or criteria, the MOE should be established before the Concept Decision that starts the acquisition process.  The MOEs guide the analysis and selection of alternative solutions that are discussed in the AoA/FSA during pre-Milestone A.  Although the MOE may be refined as a result of the analysis undertaken during this phase, the source of the initial mission/capability MOE is the functional community.  The MOE is the common link between the ICD, the AoA and the benefits analysis.  

A primer for this section is found in the Performance Institute’s Government Performance Logic Model.  The Performance Institute is a private think tank that has developed a logical chain of events that they view as a blueprint for mission achievement.  For further guidance on MOEs, see the Information Technology Community of Practice Measures of Effectiveness Area which contains the following additional guidance: 

· JCIDS MOE Development Process
· BEA Domain MOE Development Process
8.8.4.7  Acquisition Performance Measures

Overview: Acquisition performance measures are clearly established measures and accountability for program progress.  The essential acquisition measures are those found in the acquisition program baseline (APB):  cost, schedule and performance.  See Section 2.2 of this guide for detailed APB guidance. <link>
8.8.4.8  The acquisition is consistent with the Global Information Grid policies and architecture
Overview:  The GIG is the organizing and transforming construct for managing information technology (IT) for the Department.  See Section 8.2, Global Information Grid (GIG), for a detailed guidance on GIG policies and architecture.  <link>

8.8.4.9  The program has an information assurance strategy that is consistent with DoD policies, standards and architectures

Overview:  Information Assurance (IA) concerns information operations that protect and defend information and information systems by ensuring their availability, integrity, authentication, confidentiality, and non-repudiation.  This includes providing for the restoration of information systems by incorporating protection, detection and reaction capabilities.  See Section 8.4 of this guide for detailed guidance on IA. <link>

8.8.4.10  Modular Contracting

Overview: Under modular contracting, a system is acquired in successive acquisitions of interoperable increments.  The CCA is concerned with modular contracting to ensure that each increment complies with common or commercially acceptable standards applicable to Information Technology (IT) so that the increments are compatible with the other increments of IT comprising the system.

Who is Responsible: 

· The program manager is responsible for ensuring that modular contracting principles are adhered to.  

· The contracting strategy is addressed in the Acqusition Strategy, which is approved by the MDA and reviewed by all IIPT members.

Implementation Guidance: See Section 5.3.2 of this guide for a discussion of Modular, Open Systems Approach as a systems engineering technique that will support modularity, <link>, and section 39.103 of the Federal Acquisition Regulations for a detailed discussion of Modular Contracting. <link>
8.8.4.11  DoD Information Technology (IT) Registry  

Overview:  The DoD Information Technology Registry supports the CCA inventory requirements and the capital planning and investment processes of selection, control, and evaluation.  The Registry contains a comprehensive inventory of the Department’s mission critical and mission essential national security systems and their interfaces.   It is web-enabled to .mil users, and has classified and unclassified portions accessible through NIPRNET and SIPRNET.  Department of Defense Information Technology (IT) Registry Policy Guidance for 2004, dated December 1, 2003 <link> establishes Registry responsibilities to include update and maintenance of information in the Registry. 

Who is Responsible: The Program Manager is responsible for ensuring the system is registered and should follow applicable Component CIO procedures and guidance.  

IT Registry Update Procedure: The DoD Information Technology Registry uses a standard, documented procedure for updating its contents.  Updates to the Registry are required on a quarterly basis.  The rules, procedures, and protocols for the addition, deletion, and updating of system information are available to users once they are registered. Service and Agency CIOs confirm the accuracy of its contents on an annual basis.  

Use of the IT Registry for Decision Making: The Registry has recently expanded its support to decision makers managing IT assets.  In support of the Federal Information Systems Management Act and the Privacy Act additional fields have been added to the Registry..  The Registry also supports the Comptroller’s Business Management Modernization Program by providing baseline data on mission critical and mission essential financial systems.  Service and Agency CIOs determine the addition or deletion of mission critical and essential systems based on mission needs and ongoing investment decisions.  

8.8.4.12  CCA Certification for MAIS Systems

Overview: Section 8084(c) of the Appropriations Act for FY 2004 (Public Law 108-87) requires the Department of Defense (DoD) Chief Information Officer (CIO) to certify CCA compliance for MAIS Systems to the congressional defense committees at acquisition milestones.  

Who is Responsible: 

· The Component CIO is responsible for submitting the Section 8084(c) CCA certification report to the DoD CIO.  

· The DoD CIO certifies MAIS program CCA compliance to the congressional defense committees at each acquisition milestone

Implementation Guidance:  Section 8084 certification reports shall include:  

· A statement that the MAIS is being developed in accordance with Clinger-Cohen Act of 1996 (40 U.S.C. 1401 et. seq.)

· The funding baseline (prior year and FY 2004 – 2007 including O&M, Procurement, and RDT&E)

· The milestone schedule for each system covered by the certification  

· A succinct and clear description of efforts to accomplish each of the following:

· Business Process Reengineering.

· An analysis of alternatives.

· An economic analysis that includes a calculation of the return on investment.

· Performance measures.

· An information assurance strategy consistent with the Department’s Global Information Grid.
The Section 8084(c) certification report is due from the DoD Component CIO to the DoD CIO at the time of milestone decision request.  

8.9  Post-Implementation Review/Post-Deployment Performance Review

DOD is using the Post Implementation Review (PIR) as an implementation vehicle for the Clinger-Cohen Act requirement to evaluate outcomes of major IT investments A Post Deployment Performance Review (PDPR) that is required for weapon systems may accomplish the PIR requirements.

Overview:  A PIR is a formal review of an IT, including NSS investment that has been fielded, and is operational in its intended environment.  It verifies the MOEs of the ICD and answers the question, “Did the Service/Agency get what it needed, per the ICD, and if not, what should be done? 
Who is Responsible: 

· The Sponsor/Domain Owner is responsible for the articulation of MOEs, planning the PIR and assessing its results. 

· Planning for the PIR is part of the integrated program schedule that the PM maintains on behalf of the Sponsor/Domain Owner.  

The following relates the PIR to the acquisition life cycle, discusses its implications with respect to evolutionary acquisition, provides PIR planning guidance, and provides links to additional resources.

8.9.1  PIR Within the Acquisition Lifecycle

The relationship of the PIR to the acquisition life cycle is depicted in Figure 1.  The articulation of the MOEs and their inclusion in the ICD occurs at the beginning of the acquisition life cycle (depicted in the upper left arm of the figure).  This is followed by the development (as required) of the CDD, CPD, contract and build specifications.  On the right arm we see that the build specification is verified during integration and test (I&T) using procedures called out in the Systems Engineering Plan (SEP).  The contract specification is verified during DT&E as described in the TEMP and associated test products; the CPD is verified during OT&E also using the TEMP.  Finally, the original MOEs documented in the ICD should be evaluated during the PIR benefits analysis.  The box in the figure below indicates that PIR activities can be accomplished in the context of normal acquisition and operational processes accomplished within a program.
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Figure 2.  PIR Verification of the ICD

8.9.2  PIR Implications for Evolutionary Acquisition

Conducting a PIR is critical in an evolutionary acquisition environment.  In evolutionary acquisition, it is essential to assess and understand how well a recently completed increment met the needs of users in the field before finalizing the requirements for the next increment.  Additionally, changes in the environment may drive new requirements.  The PIR gives the sponsor and program office empirical feedback to help them clearly understand any issues with the completed increment, and to adjust or correct the CDD in subsequent increments.

8.9.3  PIR Planning

The following are PIR process steps taken from OMB Circular A-130 that can be readily adapted to IT, including NSS investments: 

1. Conduct post-implementation reviews of information systems and information resource management processes to validate estimated benefits and costs, and document effective management practices for broader use.
2. Evaluate programs to determine whether the anticipated return on investment was achieved and decide whether continuation, modification, or termination of the programs is necessary to meet agency mission requirements.
3. Document lessons learned from the post-implementation reviews.  Redesign oversight mechanisms and performance levels to incorporate acquired knowledge. 
4. Re-assess an investment's business case, technical compliance, and compliance against benefits and costs estimated in the Economic Analysis (EA). 
PIR information should inform the decision to field subsequent increments.  

In planning a PIR, include these elements:

· Timing of the PIR.  The PIR should take place post IOC after a relatively stable operating environment has been established.  A typical time frame is 6 to 12 months after IOC.  
· Identification of Scope and Stakeholders

· Team Composition.  The PIR team should include:

· Functional experts with working knowledge of the business area and its processes

· People with relevant technical knowledge

· CIO representatives, functional sponsors, and Domain Owners

· Oversight representatives

· Identification of information sources.  The Performance Measurement Plan is a good place to start.  Additional data can be gleaned from operations conducted in wartime and during exercises.  The lead-time for most major exercises is typically one year and requires familiarity with the exercise design and funding process.  Sources to consider are:

· Economic calculations to establish the payback period and ROI (if applicable).

· Qualitative assessments related to other expected benefits

· Combatant Commander exercise data 

· Information Assurance assessments 

· Annual CFO Reporting of IT investment measured performance 

· Stakeholder satisfaction surveys

· Analysis approach.  Comparing results with the EA, IA, etc. 

· Reporting.  The report should identify gaps that current investments are not meeting and thereby influence future investment decisions or adjustments to the next increment of the program being analyzed.

· Resource requirements.  Survey development and processing, manpower, travel, analysis tools, communications and other needs unique to the program.

· Schedule

For further guidance on PIRs, see the Information Technology Community of Practice Post Implementation Review Area.  This contains the following additional guidance. 

· PIR Measurement Framework
· Common Problems with PIR Implementations
8.9.4  PIR Further Reading 

The practice of conducting PIRs for IT, including NSS investments is found in both government and the commercial sector.  The GAO and several not-for-profit organizations have written on the subject of measuring performance and demonstrating results.  The CCA Community of Practice PIR area lists a number of key public and private sector resources that can be used in planning and conducting a PIR.
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